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Zoals meermaals in de pers aangekondigd, wordt vanaf 25 mei 2018 de Europese Verordening Gegevensbescherming(2016/679) van toepassing. De Verordening vervangt de Europese Richtlijn(95/46) tot bescherming van natuurlijke personen in verband met de verwerking van persoonsgegevens en betreffende het vrije verkeer van die gegevens.

In alle lidstaten van de Europese Unie is met deze Verordening dezelfde wetgeving van kracht. Personen op het Europees grondgebied hebben hetzelfde recht op bescherming van hun persoonsgegevens. Organisaties hebben dezelfde rechten en plichten bij de verwerking van persoonsgegevens.

De Verordening past Europese Richtlijn aan de huidige maatschappelijke en technologische leefwereld aan. Ze bevordert de uitwisseling van persoonsgegevens binnen de Europese Unie.

**De persoonsgegevens**

De Verordening vult het begrip persoonsgegevens aan met die gegevens die via elektronische toepassingen over een gebruiker van die toepassingen, worden verzameld. En met de verwerking van die gegevens tot profielen van diezelfde gebruiker.

**De verwerking**

Een organisatie kan slechts persoonsgegevens verwerken op rechtmatige basis. Dit kan in uitvoering van wetgeving, in uitvoering van een overeenkomst en na uitdrukkelijke vrije toestemming Nieuw is de verplichting om de verwerking te beperken tot het rechtmatig doel en na het bereiken van dit doel, de persoonsgegevens of anoniem te bewaren of te vernietigen.

**De rechten van personen**

De personen van wie de gegevens verwerkt worden hebben het recht om geïnformeerd te worden, hebben het recht op verbetering en aanvulling van gegevens. De Verordening geeft personen het recht om hun gegevens te laten wissen en over te dragen aan een andere organisatie. Ook hebben personen hebben het recht zich te verzetten tegen automatische profilering.

**De verantwoordelijke voor de verwerking van de gegevens**

De organisatie die persoonsgegevens verwerkt moet de nodige maatregelen nemen voor bescherming van deze persoonsgegevens en voor de vrijwaring van de vertrouwelijkheid en de integriteit van personen en hun gegevens. De Verordening verplicht om bij de opzet van een verwerking een risicoanalyse “Informatieveiligheid” uit te voeren. Er wordt namelijk erkend dat een waterdichte beveiliging van informatie onhaalbaar is. Een mogelijk datalek moet aan de toezichthoudende overheid worden gemeld. De risicoanalyse laat de toezichthoudende overheid toe om na beoordeling eventueel mitigerende maatregelen aan de organisatie op te leggen.

**Functionaris voor gegevensbescherming**

Voor meer informatie kunnen jullie terecht bij de veiligheidsconsulent of de functionaris voor gegevensbescherming van jullie organisatie.

**De volledige Verordening**

Deze nota licht slechts enkele punten uit de tekst van de

“ Verordening (EU) 2016/679 van het Europees Parlement en de Raad van 27 april 2016 betreffende de bescherming van natuurlijke personen in verband met de verwerking van persoonsgegevens en betreffende het vrije verkeer van die gegevens tot intrekking van Richtlijn 95/46/EG (algemene verordening gegevensbescherming). ”

Voor de volledige tekst zie de publicatie van de Verordening door de Europese Commissie.
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